SAML 2.0 - SPP-Initiated SSO	
Instructions
AgilityHealth will provide SAML Metadata files for both dev and production environments.  Customer should in turn share metadata files for the IdP SAML configuration.  If metadata files are unavailable the following information is required for both Dev/Prod environments

IdP Entity Id:
SSO Login Url:
X509 Certificate for Response Signing:
Service Provider Information
The following information is required for tracking and notification purposes. 

Company Name: Agile Transformation Inc
Application Name: AgiiltyHealthRadar
Technical Contact Name: David Paul
Technical Contact E-Mail: dave@agilityhealthradar.com

Mutually Defined Configuration Specifications & Settings
SAML Specification Standard:  SAML 2.0
Profile Binding Profile: (Default) SP-Initiated SSO 

Response Signing—Asserting and Relying Parties must confirm that the responses are to be signed.  The standard specification requires signing for compliance; AgilityHealth signs all our SAML assertions.  The vendor will be provided our digital signing certificate for validation.

SAML Subject – Identifier used in the SAML subject should be the Email Address used in AgilityHealthRadar

Additional Attributes – None

Service Provider (SP) Connection Information 

Entity ID - Identifies the Identity Provider that issued the assertion. The Service Provider uses it to distinguish a particular Identity Provider from multiple Asserting Parties under one or more security domains.  For a SAML 2.0 connection, this is the “Entity ID” you configure.

Service Provider Entity IDs: 
Dev: 
Prod:
 
Assertion Consumer URL for Dev 
AgilityHealthRadar will provide

Assertion Consumer URL for Production
AgilityHealthRadar will provide
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